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Item 2.02 Results of Operations and Financial Condition.
 
On February 10, 2020, Aethlon Medical, Inc. (the “Registrant”) issued a press release announcing its financial results for the third quarter ended December 31, 2019.  A
copy of the press release is attached hereto as Exhibit 99.1.
 
The information provided in this Item 2.02 of this Current Report on Form 8-K, including the exhibits, shall not be deemed “filed” for purposes of Section 18 of the Securities
Exchange Act of 1934, as amended (the “Exchange Act”), or otherwise subject to the liabilities of that section, nor shall it be deemed incorporated by reference into any of the
Company’s filings under the Securities Act of 1933, as amended, or the Exchange Act, except as expressly set forth by specific reference in such filing.
 
Item 5.05 Amendments to the Registrant’s Code of Ethics, or Waiver of a Provision of the Code of Ethics.
 
The Board adopted an amended Code of Business Conduct and Ethics (the “Code”) effective on February 6, 2020. The Code supersedes the Company’s existing Code of
Business Conduct and Ethics previously adopted by the Board. The Code applies to all directors, officers and other employees of the Company.
 
The existing Code of Business Conduct and Ethics was refreshed and updated to conform the Code to reflect current best practices and enhance the Company personnel’s
understanding of the Company’s standards of ethical business practices, promote awareness of ethical issues that may be encountered in carrying out an employee’s or
director’s responsibilities, and improve its clarity as to how to address ethical issues that may arise.
 
The newly adopted Code did not result in any explicit or implicit waiver of any provision of the Company’s Code of Business Conduct and Ethics in effect prior to the adoption
of the Code. The foregoing description of the Code does not purport to be complete and is qualified in its entirety by reference to the full text of the Code, a copy of which is
attached hereto as Exhibit 14.1 and incorporated herein by reference.
 
Item 9.01 Financial Statements and Exhibits.
 

(d) Exhibits
 

 Exhibit No. Description
   
 14.1 Code of Business Conduct and Ethics.
 99.1 Press Release of the Registrant dated February 10, 2020.

 
 
 
 
 
 
 

   



 

 
SIGNATURES

 
Pursuant to the requirements of the Securities Exchange Act of 1934, the Registrant has duly caused this report to be signed on its behalf by the undersigned hereunto duly
authorized.

 
 
Aethlon Medical, Inc.

   
Dated: February 10, 2020 By:  /s/ James B. Frakes

   
James B. Frakes
Chief Financial Officer
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CODE OF BUSINESS CONDUCT AND ETHICS

 
(As approved by the Aethlon Medical, Inc Board of Directors on February 6, 2020)

 
THIS CODE APPLIES TO EVERY DIRECTOR, OFFICER (INCLUDING THE CHIEF EXECUTIVE
OFFICER, PRESIDENT AND CHIEF FINANCIAL OFFICER), AND EMPLOYEE OF AETHLON MEDICAL,
INC. (THE “COMPANY”).
 
To further the Company’s fundamental principles of honesty, loyalty, fairness and forthrightness, the Board of Directors of the Company (the “Board”) has established and
adopted this Code of Business Conduct and Ethics (this “Code”). The Company is committed to maintaining the highest standards of business conduct and ethics.
 
We expect every employee, officer and director to read and understand this Code and its application to the performance of his or her business responsibilities. By working at the
Company, you agree to comply with the Code, and to revisit and review it regularly, and whenever we notify you of any material updates. Violations of the Code will not be
tolerated. Any employee who violates the standards in the Code may be subject to disciplinary action.
 
This Code strives to deter wrongdoing and promote the following six objectives:
 

· honest and ethical conduct;
 

· avoidance of conflicts of interest;
 

· full, fair, accurate, timely and transparent disclosure;
 

· compliance with applicable government and self-regulatory organization laws, rules and regulations;
 

· prompt internal reporting of Code violations; and
 

· accountability for compliance with the Code.
 
Below, we discuss situations that require application of our fundamental principles and promotion of our objectives. If you believe there is a conflict between this Code and a
specific procedure, please consult the Company’s Board for guidance.
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Each of our directors, officers and employees is expected to:
 

· understand the requirements of your position, including Company expectations and governmental rules and regulations that apply to your position;
 

· comply with this Code and all applicable laws, rules and regulations;
 

· report any violation of this Code of which you become aware; and
 

· be accountable for complying with this Code.
 
Supervisors are expected to ensure that all agents and contractors conform to Code standards when working for or on behalf of the Company. Nothing in this Code alters the at-
will employment policy of the Company.
 
This Code cannot possibly describe every practice or principle related to honest and ethical conduct. This Code addresses conduct that is particularly important to proper
dealings with the people and entities with whom we interact, but reflects only a part of our commitment. From time to time we may adopt additional policies and procedures with
which our employees, officers and directors are expected to comply, if applicable to them. However, it is the responsibility of each employee to apply common sense, together
with his or her own highest personal ethical standards, in making business decisions where there is no stated guideline in this Code.
 
You should not hesitate to ask questions about whether any conduct may violate this Code, voice concerns or clarify gray areas. In addition, you should be alert to possible
violations of this Code by others and report suspected violations, without fear of any form of retaliation. Violations of this Code will not be tolerated. Any director, officer, or
employee who violates the standards in this Code may be subject to disciplinary action, which, depending on the nature of the violation and the history of the employee, officer,
or director, may range from a warning or reprimand up to and including termination of employment and, in appropriate cases, civil legal action or referral for regulatory or
criminal prosecution.
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ADMINISTRATOR OF THE CODE
 
All matters concerning this Code shall be heard by the Board.
 
ACCOUNTING POLICIES; MAINTENANCE OF CORPORATE BOOKS, RECORDS, DOCUMENTS AND ACCOUNTS AND FINANCIAL INTEGRITY
 
The Company will make and keep books, records and accounts, which in reasonable detail accurately and fairly present the Company’s transactions.
 
All directors, officers, employees and other persons are prohibited from directly or indirectly falsifying or causing to be false or misleading any financial or accounting book,
record or account. You and others are expressly prohibited from directly or indirectly manipulating an audit, and from destroying or tampering with any record, document or
tangible object with the intent to obstruct a pending or contemplated audit, review or federal investigation. The commission of, or participation in, one of these prohibited
activities or other illegal conduct will subject you to federal penalties, as well as to punishment, up to and including termination of employment.
 
No director, officer or employee of the Company may directly or indirectly make or cause to be made a materially false or misleading statement, or omit to state, or cause
another person to omit to state, any material fact necessary to make statements made not misleading, in connection with the audit of financial statements by independent
accountants, the preparation of any required reports whether by independent or internal accountants, or any other work which involves or relates to the filing of a document with
the Securities and Exchange Commission (“SEC”).
 
Any employee who becomes aware of any departure from these standards has a responsibility to report his or her knowledge promptly to a supervisor, the Compliance Officer,
or the Audit Committee.
 
AMENDMENTS AND MODIFICATIONS OF THIS CODE
 
There shall be no amendment or modification to this Code except upon approval by the Board.
 
In case of any amendment or modification of this Code that applies to an officer or director of the Company, the amendment or modification shall be posted on the Company’s
website within four business days of the Board vote or shall be otherwise disclosed as required by applicable law or the rules of any stock exchange or market on which the
Company’s securities are listed for trading. Notice posted on the website shall remain there for a period of twelve months and shall be retained in the Company’s files for a
period of five years, as required by law.
 
ANTI-BOYCOTT AND U.S. SANCTIONS LAWS
 
The Company must comply with anti-boycott laws of the United States, which prohibit it from participating in, and require us to report to the authorities any request to
participate in, a boycott of a country or businesses within a country. If you receive such a request, report it to your immediate superior, our CEO, or to the Compliance Officer.
We will also not engage in business with any government, entity, organization or individual where doing so is prohibited by applicable laws.
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ANTITRUST AND FAIR COMPETITION LAWS
 
The purpose of antitrust laws of the United States and most other countries is to provide a level playing field to economic competitors and to promote fair competition. No
director, officer or employee, under any circumstances or in any context, may enter into any understanding or agreement, whether express or implied, formal or informal,
written or oral, with an actual or potential competitor, which would illegally limit or restrict in any way either party’s actions, including the offers of either party to any third
party. This prohibition includes any action relating to prices, costs, profits, products, services, terms or conditions of sale, market share or customer or supplier classification or
selection.
 
It is our policy to comply with all U.S. antitrust laws. This policy is not to be compromised or qualified by anyone acting for or on behalf of our Company. You must understand
and comply with the antitrust laws as they may bear upon your activities and decisions. Anti-competitive behavior in violation of antitrust laws can result in criminal penalties,
both for you and for the Company. Accordingly, any question regarding compliance with antitrust laws or your responsibilities under this policy should be directed to our CEO
or the Compliance Officer, who may then direct you to our legal counsel. Any director, officer or employee found to have knowingly participated in violating the antitrust laws
will be subject to disciplinary action, up to and including termination.
 
Below are some scenarios that are prohibited and scenarios that could be prohibited for antitrust reasons. These scenarios are not an exhaustive list of all prohibited and
possibly prohibited antitrust conduct.
 

· Proposals or agreements or understanding, express or implied, formal or informal, written or oral, with any competitor regarding any aspect of competition between
the Company and the competitor for sales to third parties;

 
· Proposals or agreements or understandings with customers which restrict the price or other terms at which the customer may resell or lease any product to a third

party; or
 

· Proposals or agreements or understandings with suppliers which restrict the price or other terms at which the Company may resell or lease any product or service to
a third party.

 
The following business arrangements could raise anti-competition or antitrust law issues. Before entering into them, you must consult with our CEO or the Compliance Officer,
who may then direct you to our legal counsel:
 

· Exclusive arrangements for the purchase or sale of products or services;
 

· Bundling of goods and services; or
 

· Agreements to add an employee of the Company to another entity’s board of Directors.
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BRIBERY
 
You are strictly forbidden from offering, promising or giving money, gifts, loans, rewards, favors or anything of value to any governmental official, employee, agent or other
intermediary (either inside or outside the United States) which is prohibited by law. Those paying a bribe may subject the Company and themselves to civil and criminal
penalties. When dealing with government customers or officials, no improper payments will be tolerated. If you receive any offer of money or gifts that is intended to influence
a business decision, it should be reported to your supervisor our CEO or the Compliance Officer immediately.
 
The Company prohibits improper payments in all of its activities, whether these activities are with governments or in the private sector.
 
COMPLIANCE WITH LAWS, RULES AND REGULATIONS
 
The Company’s goal and intention is to comply with the laws, rules and regulations by which we are governed. In fact, we strive to comply not only with requirements of the
law but also with recognized compliance practices, including standards related to ethical research and development procedures, and proper scientific conduct. Business should
always be conducted in a fair and forthright manner. Directors, officers and employees are expected to act according to high ethical standards.
 
All illegal activities or illegal conduct are prohibited whether or not they are specifically set forth in this Code. Where law does not govern a situation or where the law is
unclear or conflicting, you should discuss the situation with your supervisor, our CEO or the Compliance Officer, who may then direct you to our legal counsel. We expect you
to understand the legal and regulatory requirements applicable to your business units and areas of responsibility. While we do not expect you to memorize every detail of these
laws, rules and regulations, we want you to be able to determine when to seek advice from others. Violation of domestic or foreign laws, rules and regulations may subject an
individual, as well as the Company, to civil and/or criminal penalties. You should be aware that conduct and records, including emails, are subject to internal and external
audits, and to discovery by third parties in the event of a government investigation or civil litigation.
 
COMPUTER AND INFORMATION SYSTEMS
 
For business purposes, officers and employees may be provided with telephones and computer workstations and software, including network access to computing systems such
as the Internet and e-mail, to improve personal productivity and to efficiently manage proprietary information in a secure and reliable manner. As with other equipment and
assets of the Company, we are each responsible for the appropriate use of these assets. Officers and employees should not expect a right to privacy of their e-mail or Internet
use. All e-mails or Internet use on Company equipment is subject to monitoring by the Company. The Company recognizes that personal devices may be used to access
Company email, however, discretion should be used to prevent exposure of Company information to potential loss or intrusion. Additional policies and procedures regarding IT
systems and related security issues may be developed and distributed separately. See “Corporate Opportunities and Use and Protection of Company Assets” for further
discussion.
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CONFIDENTIAL INFORMATION BELONGING TO OTHERS AND FAIR DEALING
 
We strive to outperform our competition fairly and honestly through superior performance and not through unethical or illegal business practices. You therefore must respect
the confidentiality of information, including, but not limited to, trade secrets and other information given in confidence by others, just as we protect our own confidential
information. This includes, but is not limited to partners, suppliers, contractors, competitors or customers. If information is obtained by mistake that may constitute a trade
secret or other confidential information of another business, or if you have any questions about the legality of proposed information gathering, you must consult your supervisor
or the Compliance Officer.
 
Certain restrictions about the information of others may place an unfair burden on the Company’s future business. For that reason, directors, officers and employees should
coordinate with your supervisor or the CEO to ensure appropriate agreements are in place prior to receiving any confidential third-party information. In addition, any
confidential information that you may possess from an outside source, such as a previous employer, must not, so long as such information remains confidential, be disclosed to
or used by the Company. Unsolicited confidential information submitted to the Company should be refused, returned to the sender where possible and deleted, if received via
the Internet.
 
You are expected to deal fairly with our suppliers, employees and anyone else with whom you have contact in the course of performing your job. Be aware that the Federal
Trade Commission Act provides that “unfair methods of competition in commerce, and unfair or deceptive acts or practices in commerce, are declared unlawful.” It is a
violation of the Federal Trade Commission Act to engage in deceptive, unfair or unethical practices, and to make misrepresentations in connection with sales activities.
 
Employees involved in procurement have a special responsibility to adhere to principles of fair competition in the purchase of products and services by selecting suppliers based
exclusively on normal commercial considerations, such as quality, cost, availability, service and reputation, and not on the receipt of special favors.
 
CONFIDENTIAL AND PROPRIETARY INFORMATION
 
It is the Company’s policy to ensure that all operations, activities and business affairs of the Company and our business associates are kept confidential to the greatest extent
possible. Confidential information includes all non-public information that might be of use to competitors, or that might be harmful to the Company or its customers if
disclosed. Confidential and proprietary information about the Company or its business associates belongs to the Company, must be treated with strictest confidence and is not to
be disclosed or discussed with others.
 
Unless otherwise agreed to in writing, confidential and proprietary information includes any and all information from which the Company may derive an economic benefit,
including, but not limited to, methods, inventions, improvements or discoveries, whether or not patentable or copyrightable, and any other information of a similar nature
disclosed to the directors, officers or employees of the Company or otherwise made known to the Company as a consequence of or through employment or association with the
Company (including information originated by the director, officer or employee). This can include, but is not limited to, information regarding the Company’s business,
products, processes, and services. It also can include information relating to research, development, inventions, trade secrets, intellectual property of any type or description,
data, business plans, marketing strategies, engineering, contract negotiations, contents of the Company intranet and business methods or practices.
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The following are examples of information that is not considered confidential:
 

· information that is in the public domain to the extent it is readily available;
 

· information that becomes generally known to the public other than by disclosure by the Company or a director, officer or employee; or
 

· information you receive from a party that is under no legal obligation of confidentiality with the Company with respect to such information.
 
We have exclusive property rights to all confidential and proprietary information regarding the Company or our business associates. The unauthorized disclosure of this
information could destroy its value to the Company and give others an unfair advantage. You are responsible for safeguarding Company information and complying with
established security controls and procedures. All documents, records, notebooks, notes, memoranda and similar repositories of information containing information of a secret,
proprietary, confidential or generally undisclosed nature relating to the Company or our operations and activities, including any copies thereof, unless otherwise agreed to in
writing, belong to the Company and shall be held by you in trust solely for the benefit of the Company. Confidential or proprietary information must be delivered to the
Company by you on the termination of your association with us or at any other time we request.
 
You are expected to keep confidential information and proprietary information confidential unless and until that information is released to the public through approved channels
(usually through a press release, an SEC filing or a formal communication from a member of senior management). Every employee has a duty to refrain from disclosing to any
person confidential or proprietary information about us or any other company learned in the course of employment here, until that information is disclosed to the public through
approved channels. Unauthorized use or distribution of this information could also be illegal and result in civil liability and/or criminal penalties.
 
You should also take care not to inadvertently disclose confidential information. Materials that contain confidential information, such as memos, notebooks, computer disks and
laptop computers, should be stored securely. Unauthorized posting or discussion of any information concerning our business, information or prospects on the Internet is
prohibited, including on Internet forums, message boards, social media sites, “chat rooms” and other Internet discussion forums, regardless of whether you use your own name
or a pseudonym. Be cautious when discussing sensitive information in public places like elevators, airports, restaurants and “quasi-public” areas within the Company, or in and
around the Company’s facilities. All Company emails, voicemails and other communications are presumed confidential and should not be forwarded or otherwise disseminated
outside of the Company, except where required for legitimate business purposes.
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CONFLICTS OF INTEREST
 
Conflicts of interest can arise in virtually every area of our operations. A “conflict of interest” exists whenever an individual’s private interests interfere or conflict in any way
(or even appear to interfere or conflict) with the interests of the Company. We must strive to avoid conflicts of interest. We must each make decisions solely in the best interest
of the Company. Any business, financial or other relationship with suppliers, customers or competitors that might impair or appear to impair the exercise of our judgment solely
for the benefit of the Company is prohibited.
 
Factors that may be considered in evaluating a potential conflict of interest are, among others:
 

· whether the employee has access to confidential information;
 

· whether it may interfere with the employee’s job performance, responsibilities or morale;
 

· whether it may interfere with the job performance, responsibilities or morale of others within the organization;
 

· any potential adverse or beneficial impact on our business;
 

· any potential adverse or beneficial impact on our relationships with our customers or suppliers or other service providers;
 

· whether it would enhance or support a competitor’s position;
 

· the extent to which it would result in financial or other benefit (direct or indirect) to the employee;
 

· the extent to which it would result in financial or other benefit (direct or indirect) to one of our customers, suppliers or other service providers; and
 

· the extent to which it would appear improper to an outside observer.
 
Here are some examples of conflicts of interest:
 

· Family Members—Actions of family members may create a conflict of interest. For example, gifts to family members by a supplier of the Company are considered
gifts to you and must be reported. For purposes of this Code “family members” includes any child, stepchild, grandchild, parent, stepparent, grandparent, spouse,
sibling, mother-in-law, father-in-law, son-in-law, daughter-in-law, brother-in-law or sister-in-law, and adoptive relationships.

 
· Conducting our business transactions with your family member or a business in which you have a significant financial interest. Doing business for the

Company with organizations where your family members are employed or that are partially or fully owned by your family members or close friends may create a
conflict or the appearance of a conflict of interest. Related-person transactions covered by our Related-Party Transactions Policy must be reviewed in accordance
with such policy and will be publicly disclosed to the extent required by applicable laws and regulations.
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· Exercising supervisory or other authority on behalf of the Company over a co-worker who is also a family member. The employee’s supervisor and/or the
Compliance Officer will consult with our human resources department to assess the advisability of reassignment.

 
· Gifts, entertainment, loans, or other favors—Directors, officers and employees shall not seek or accept personal gain, directly or indirectly, from anyone soliciting

business from, or doing business with, the Company, or from any person or entity in competition with us. Examples of such personal gains are gifts, non-business-
related trips, gratuities, favors, loans, and guarantees of loans, excessive entertainment or rewards. However, you may accept gifts of a nominal value. Other than
common business courtesies, directors, officers, employees and independent contractors must not offer or provide anything to any person or organization for the
purpose of influencing the person or organization in their business relationship with us.

 
· Directors, officers and employees are expected to deal with advisors or suppliers who best serve the needs of the Company as to price, quality and service in making

decisions concerning the use or purchase of materials, equipment, property or services. Directors, officers and employees who use the Company’s advisors,
suppliers or contractors in a personal capacity are expected to pay market value for materials and services provided.

 
· Outside Employment— Activity that enhances or supports the position of a competitor to the detriment of the Company is prohibited, including employment by or

service on the board of a competitor. Officers and employees may not participate in outside employment, self-employment, or serve as officers, directors, partners or
consultants for outside organizations, if such activity:

 
o reduces work efficiency;

 
o interferes with your ability to act conscientiously in our best interest; or

 
o requires you to utilize our proprietary or confidential procedures, plans or techniques.

 
· Owning, directly or indirectly, a significant financial interest in any entity that does business, seeks to do business or competes with us. In addition to the factors

described above under “Outside Employment”, persons evaluating ownership in other entities for conflicts of interest will consider the size and nature of the
investment; the nature of the relationship between the other entity and the Company; the employee’s access to confidential information; and the employee’s ability
to influence the Company’s decisions. If you would like to acquire a financial interest of that kind, you must seek approval in advance.

 
· Taking personal advantage of corporate opportunities. See “Corporate Opportunities and Use and Protection of Company Assets” for further discussion of the

issues involved in this type of conflict.
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You should report any actual or potential conflict of interest involving yourself or others of which you become aware to your supervisor or our CEO. Officers and directors
should report any actual or potential conflict of interest involving yourself or others of which you become aware to the Compliance Officer. Officers and directors must seek
any authorizations and determinations from the Audit Committee of the Board (the “Audit Committee”) depending on the nature of the conflict of interest.
 
CORPORATE OPPORTUNITIES AND USE AND PROTECTION OF COMPANY ASSETS
 
You are prohibited from:
 

· taking for yourself, personally, opportunities that are discovered through the use of Company property, information or position (even opportunities that are acquired
privately by you may be questionable if they are related to our existing or proposed lines of business);

 
· using Company property, information or position for personal gain; or

 
· competing with the Company.

 
You have a duty to the Company to advance its legitimate interests when the opportunity to do so arises and are expected to protect our assets and ensure their efficient use.
Company property may not be sold, loaned or given away regardless of condition or value, without proper authorization. Theft, carelessness and waste have a direct impact on
our financial condition and results of operations. You are personally responsible and accountable for the proper expenditure of Company funds, including money spent for travel
expenses or for customer entertainment.
 
Our property, such as office supplies, computer equipment, products, laboratory supplies, and office or laboratory space are expected to be used only for legitimate business
purposes, although incidental personal use may be permitted. You may not, however, use our corporate name, any brand name or trademark owned or associated with the
Company or any letterhead stationery for any personal purpose.
 
You may not, while acting on behalf of the Company or while using our computing or communications equipment or facilities, either:
 

· access the internal computer system (also known as “hacking”) or other resource of another entity without express written authorization from the entity responsible
for operating that resource; or

 
· commit any unlawful or illegal act, including harassment, libel, fraud, sending of unsolicited commercial email (also known as “spam”) in violation of applicable

law, trafficking in contraband of any kind, or espionage.
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If you receive authorization to access another entity’s internal computer system or other resource, you must make a permanent record of that authorization so that it may be
retrieved for future reference, and you may not exceed the scope of that authorization.
 
Unsolicited commercial email is regulated by law in a number of jurisdictions. If you intend to send unsolicited commercial email to persons outside of the Company, either
while acting on our behalf or using our computing or communications equipment or facilities, you should contact your supervisor or the Compliance Officer for approval.
 
DISCIPLINE FOR NONCOMPLIANCE WITH THIS CODE
 
Disciplinary actions for violations of this Code can include oral or written reprimands, suspension or termination of employment or a potential civil lawsuit against you. The
violation of laws, rules or regulations, which can subject the Company to fines and other penalties, may result in your criminal prosecution.
 
DISCLOSURE POLICIES AND CONTROLS
 
The continuing excellence of the Company’s reputation depends upon our full and complete disclosure of important information about the Company that is used in the securities
marketplace. Our financial and non-financial disclosures and filings with the SEC must be transparent, accurate and timely. We must all work together to insure that reliable,
truthful and accurate information is disclosed to the public. See “Accounting Policies; Maintenance of Corporate Books, Records, Documents and Accounts and Financial
Integrity” for further discussion.
 
The Company must disclose to the SEC, current security holders and the investing public information that is required, and any additional information that may be necessary to
ensure the required disclosures are not misleading or inaccurate. The Company requires you to participate in the disclosure process, which is overseen by our CEO and CFO.
The disclosure process is designed to record, process, summarize and report material information as required by all applicable laws, rules and regulations. Participation in the
disclosure process is a requirement of a public company, and full cooperation and participation by our CEO, CFO and, upon request, other employees in the disclosure process
is a requirement of this Code.
 
Officers and employees must fully comply with their disclosure responsibilities in an accurate and timely manner or be subject to discipline of up to and including termination
of employment.
 
ENVIRONMENTAL COMPLIANCE; HEALTH AND SAFETY
 
The Company is committed to managing and operating our assets in a manner that is protective of human health and safety and the environment. It is our policy to comply, in
all material respects, with applicable health, safety and environmental laws and regulations, and to conduct our business in an environmentally responsible way that minimizes
environmental impacts. Federal law imposes criminal liability on any person or company that contaminates the environment with any hazardous substance that could cause
injury to the community or environment. Violation of environmental laws can involve monetary fines and imprisonment. We expect employees to comply with all applicable
environmental laws.
 
We are committed to minimizing and, if practicable, eliminating the use of any substance or material that may cause environmental damage, reducing waste generation and
disposing of all waste through safe and responsible methods, minimizing environmental risks by employing safe technologies and operating procedures, and being prepared to
respond appropriately to accidents and emergencies.
 
Each employee is expected to comply with our policies, programs, standards and procedures.
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FILING OF GOVERNMENT REPORTS
 
Any reports or information provided, on our behalf, to federal, state, local or foreign governments should be true, complete and accurate. Any omission, misstatement or lack of
attention to detail could result in a violation of the reporting laws, rules and regulations.
 
FOREIGN CORRUPT PRACTICES ACT
 
The United States Foreign Corrupt Practices Act prohibits giving anything of value, directly or indirectly, to foreign government officials or foreign political candidates in order
to obtain, retain or direct business. Accordingly, corporate funds, property or anything of value may not be, directly or indirectly, offered or given by you or an agent acting on
our behalf, to a foreign official, foreign political party or official thereof or any candidate for a foreign political office for the purpose of influencing any act or decision of such
foreign person or inducing such person to use his influence or in order to assist in obtaining or retaining business for, or directing business to, any person.
 
You are also prohibited from offering or paying anything of value to any foreign person if it is known or there is a reason to know that all or part of such payment will be used
for the above-described prohibited actions. This provision includes situations when intermediaries, such as affiliates, or agents, are used to channel payoffs to foreign officials.
 
GIFTS AND ENTERTAINMENT
 
Business gifts and entertainment are meant to create goodwill and sound working relationships and not to gain improper advantage with current or potential suppliers, vendors
or partners or facilitate approvals from government officials. The exchange, as a normal business courtesy, of meals or entertainment (such as tickets to a game or the theatre or
a round of golf) is a common and acceptable practice as long as it is not extravagant. Unless express permission is received from a supervisor, the Compliance Officer or the
Audit Committee, gifts and entertainment cannot be offered, provided or accepted by any employee unless consistent with customary business practices and not excessive in
value. This principle applies to our transactions everywhere in the world, even where the practice is widely considered “a way of doing business.” Employees should not accept
gifts or entertainment that may reasonably be deemed to affect their judgment or actions in the performance of their duties.
 
Under some statutes, such as the U.S. Foreign Corrupt Practices Act, giving anything of value to a government official to obtain or retain business or favorable treatment is a
criminal act subject to prosecution and conviction. Discuss with your supervisor or the Compliance Officer any proposed entertainment or gifts if you are uncertain about their
appropriateness.
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INSIDER TRADING OR TIPPING
 
Directors, officers and employees who are aware of material, non-public information from or about the Company (an “insider”), are not permitted, directly or through family
members or other persons or entities, to:
 

· buy or sell securities (or derivatives relating to such securities) of the Company, or
 

· pass on, tip or disclose material, nonpublic information to others outside the Company including family and friends.
 
Such buying, selling or trading of securities may be punished by discipline, up to and including termination of employment; civil actions, resulting in penalties of up to three
times the amount of profit gained or loss avoided by the inside trade or stock tip, or criminal actions, resulting in fines and jail time.
 
Examples of information that may be considered material, non-public information in some circumstances are:
 

· undisclosed annual, quarterly or monthly financial results, a change in earnings or earnings projections, or unexpected or unusual gains or losses in major operations;
 

· undisclosed negotiations and agreements regarding mergers, concessions, joint ventures, acquisitions, divestitures, business combinations or tender offers;
 

· undisclosed major management changes;
 

· a substantial contract award or termination that has not been publicly disclosed;
 

· a major lawsuit or claim that has not been publicly disclosed;
 

· the gain or loss of a significant customer or supplier that has not been publicly disclosed;
 

· an undisclosed filing of a bankruptcy petition by the Company;
 

· information that is considered confidential; and
 

· any other undisclosed information that could affect our stock price.
 
The same policy also applies to securities issued by another company if you have acquired material, nonpublic information relating to such company in the course of your
employment or affiliation with the Company.
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When material information has been publicly disclosed, each insider must continue to refrain from buying or selling the securities in question until the third business day after
the information has been publicly released to allow the markets time to absorb the information.
 
We have adopted a separate Insider Trading Policy with which you will be expected to comply as a condition of your employment with the Company. In addition, we have
adopted a Pre-Clearance Policy that applies to our officers, directors and other employees. You should consult our Insider Trading Policy and, if applicable, our Pre-Clearance
Policy, for more specific information on the definition of “inside” information and on buying and selling our securities or securities of companies with which we do business.
 
INTELLECTUAL PROPERTY: PATENTS, COPYRIGHTS AND TRADEMARKS
 
Except as otherwise agreed to in writing between the Company and an officer or employee, all intellectual property you conceive or develop during the course of your
employment shall be the sole property of the Company. The term intellectual property includes any invention, discovery, concept, idea, or writing whether protectable or not by
any United States or foreign copyright, trademark, patent, or common law including, but not limited to, designs, materials, compositions of matter, machines, processes,
improvements, data, computer software, writings, formula, techniques, know-how, methods, as well as improvements thereof or know-how related thereto concerning any past,
present, or prospective activities of the Company. Officers and employees must promptly disclose in writing to the Company any intellectual property developed or conceived
either solely or with others during the course of your employment and must render any and all aid and assistance, at our expense, to secure the appropriate patent, copyright, or
trademark protection for such intellectual property.
 
Copyright laws may protect items posted on a website. Unless a website grants permission to download the Internet content you generally only have the legal right to view the
content. If you do not have permission to download and distribute specific website content you should contact your supervisor or our CEO, who may refer you to our legal
counsel.
 
If you are unclear as to the application of this Intellectual Property Policy or if questions arise, please consult with your supervisor or our CEO, who may refer you to our legal
counsel.
 
INTERNATIONAL BUSINESS LAWS
 
Our employees are expected to comply with the applicable laws in all countries to which they travel, in which they operate and where we otherwise do business. The fact that in
some countries certain laws are not enforced or that violation of those laws is not subject to public criticism will not be accepted as an excuse for noncompliance. In addition,
we expect employees to comply with U.S. laws, rules and regulations governing the conduct of business by its citizens and corporations outside the U.S.
 
These U.S. laws, rules and regulations, which extend to all our activities outside the U.S., include:
 

· U.S. Embargoes, which generally prohibit U.S. companies, their subsidiaries and their employees from doing business with, or traveling to, certain countries subject
to sanctions imposed by the U.S. government (currently, Cuba, Iran, North Korea, Sudan and Syria), as well as specific companies and individuals identified on lists
published by the U.S. Treasury Department;

 
· U.S. Export Controls, which restrict exports from the U.S. and re-exports from other countries of goods, software and technology to many countries, and prohibit

transfers of U.S.-origin items to denied persons and entities; and
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If you have a question as to whether an activity is restricted or prohibited, seek assistance before taking any action, including giving any verbal assurances that might be
regulated by international laws.
 
INVESTOR RELATIONS AND PUBLIC AFFAIRS
 
It is very important that the information disseminated about the Company be both accurate and consistent. For this reason, all matters relating to the Company’s internal and
external communications are handled by our CEO and CFO (or, if retained for such purpose, a public relations consultant). Our CEO and CFO (or a public relations consultant
retained by the Company) are solely responsible for public communications with stockholders, analysts and other interested members of the financial community. Our CEO and
CFO (or a public relations consultant retained by the Company) are also solely responsible for our marketing and advertising activities and communication with employees, the
media, local communities and government officials. Our CEO and CFO serve as the Company’s spokesperson in both routine and crisis situations. You may not provide any
information to the media about us off the record, for background, confidentially or secretly, including, without limitation, by way of postings on Internet websites, message
boards, social media, chat rooms or blogs.
 
POLITICAL CONTRIBUTIONS
 
You must refrain from making any use of Company, personal or other funds or resources on behalf of the Company for political or other purposes which are improper or
prohibited by the applicable federal, state, local or foreign laws, rules or regulations. Company contributions or expenditures in connection with election campaigns will be
permitted only to the extent allowed by federal, state, local or foreign election laws, rules and regulations.
 
You are encouraged to participate actively in the political process. We believe that individual participation is a continuing responsibility of those who live in a free country.
 
PROHIBITED SUBSTANCES
 
The use of alcohol, illegal drugs or other prohibited items, including legal drugs which affect the ability to perform one’s work duties, are prohibited while on Company
premises. We also prohibit the possession or use of alcoholic beverages, firearms, weapons or explosives on our property, with the exception of the use of alcohol at Company
sponsored events authorized by the CEO or CFO. You are also prohibited from reporting to work while under the influence of alcohol or illegal drugs. We reserve the right to
perform pre-employment and random drug testing on employees, as permitted by law.
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RECORD RETENTION
 
The alteration, destruction or falsification of corporate documents or records may constitute a criminal act. Destroying or altering documents with the intent to obstruct a
pending or anticipated official government proceeding is a criminal act and could result in large fines and a prison sentence of up to 20 years. Document destruction or
falsification in other contexts can result in a violation of the federal securities laws or the obstruction of justice laws.
 
REPORTING VIOLATIONS OF THIS CODE
 
You should be alert and sensitive to situations that could result in actions that might violate federal, state, or local laws or the standards of conduct set forth in this Code. If you
believe your own conduct or that of a fellow employee may have violated any such laws or this Code, you have an obligation to report the matter.
 
Compliance Resources
 
To facilitate compliance with this Code, we have a Compliance Officer to oversee this program. The Compliance Officer is a person to whom you can address any questions or
concerns related to this Code or any other matters relating to legal or regulatory compliance. The Compliance Officer currently is our Chief Financial Officer. In addition to
fielding questions or concerns with respect to potential violations of this Code or any other matters relating to legal or regulatory compliance, the Compliance Officer is
responsible for:
 

· investigating possible violations of this Code;
 

· training new employees in Code policies;
 

· conducting annual training sessions to refresh employees’ familiarity with this Code;
 

· distributing copies of this Code annually via email to each employee with a reminder that each employee is responsible for reading, understanding and complying
with this Code;

 
· updating this Code as needed and alerting employees to any updates, with appropriate approval of the Audit Committee, to reflect changes in the law, the Company’s

operations and in recognized best practices, and to reflect the Company’s experience;
 

· overseeing the Company’s compliance program and reporting to the Audit Committee material matters that may arise relating to the Company’s legal and regulatory
compliance efforts; and

 
· otherwise promoting an atmosphere of responsible and ethical conduct.

 
An anonymous compliance email address is also available to those who wish to ask questions about the Company’s policy, seek guidance on specific situations, submit concerns
regarding questionable accounting or auditing matters or report violations of this Code. The website for you to submit an anonymous email is: nameless@aethlonmedical.com.
The email goes to the chair of the Audit Committee of our Board. Whether you identify yourself or remain anonymous, your use of the compliance website will be kept strictly
confidential to the extent reasonably possible within the objectives of this Code.
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Clarifying Questions and Concerns; Reporting Possible Violations
 
Your most immediate resource for any matter related to this Code is your supervisor. He or she may have the information you need, or may be able to refer the question to
another appropriate source. There may, however, be times when you prefer not to go to your supervisor. In these instances, you should feel free to discuss your concern with the
Compliance Officer. If you are uncomfortable speaking with the Compliance Officer because he or she works in your department or is one of your supervisors, please contact
the Chief Executive Officer. If a law, rule or regulation is in question, the Chief Executive Officer may refer you to our outside legal counsel.
 
If you are aware of a suspected or actual violation of Code standards by others, you have a responsibility to report it. You are expected to promptly provide a compliance
resource with a specific description of the violation that you believe has occurred, including any information you have about the persons involved and the time of the violation.
Whether you choose to speak with your supervisor or the Compliance Officer, you should do so without fear of any form of retaliation. We will take prompt disciplinary action
against any employee who retaliates against you, up to and including termination of employment.
 
Supervisors, directors and officers must promptly report any complaints or observations of Code violations to the Compliance Officer. If you believe your supervisor has not
taken appropriate action, you should contact the Compliance Officer directly. The Compliance Officer will investigate all reported possible Code violations promptly and with
the highest degree of confidentiality that is possible under the specific circumstances. Neither you nor your supervisor may conduct any preliminary investigation, unless
authorized to do so by the Compliance Officer. Your cooperation in the investigation will be expected. As needed, the Compliance Officer will consult with our outside legal
counsel and/or the Audit Committee. It is our policy to employ a fair process by which to determine violations of this Code.
 
With respect to any complaints or observations of Code violations, including, but not limited to, matters that may involve accounting, internal accounting controls and auditing
concerns, the Compliance Officer shall promptly inform the chair of the Audit Committee, and the Audit Committee or such other persons as the Audit Committee determines
to be appropriate under the circumstances shall be responsible for supervising and overseeing the inquiry and any investigation that is undertaken. In addition, any matters
involving accounting, internal accounting controls and auditing concerns shall be routed to both the Compliance Officer and the Audit Committee.
 
If any investigation indicates that a violation of this Code has probably occurred, we will take such action as we believe to be appropriate under the circumstances. If we
determine that an employee is responsible for a Code violation, he or she will be subject to disciplinary action up to, and including, termination of employment and, in
appropriate cases, civil legal action or referral for regulatory or criminal prosecution. Appropriate action may also be taken to deter any future Code violations.
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Retaliation for reporting a federal offense is illegal under federal law and prohibited under this Code. Retaliation for reporting any violation of a law, rule or regulation or a
provision of this Code is prohibited. Retaliation will result in discipline, up to and including termination of employment, and may also result in criminal prosecution. However,
if a reporting individual was involved in improper activity the individual may be appropriately disciplined even if he or she was the one who disclosed the matter to the
Company. In these circumstances, we may consider the conduct of the reporting individual in reporting the information as a mitigating factor in any disciplinary decision.
 
WAIVERS
 
There shall be no waiver of any part of this Code for any director or officer except by a vote of the Board of Directors. In case a waiver of this Code is granted to a director or
officer, the notice of such waiver shall be posted on our website within five days of the Board’s vote or shall be otherwise disclosed as required by applicable law or the rules of
any stock exchange or market on which the Company’s securities are listed for trading. Notices posted on our website shall remain there for a period of 12 months and shall be
retained in our files as required by law.
 
CONCLUSION
 
This Code is an attempt to point all of us at the Company in the right direction, but no document can achieve the level of principled compliance that we are seeking. In reality,
each of us must strive every day to maintain our awareness of these issues and to comply with the Code’s principles to the best of our abilities. Before we take an action, we
must always ask ourselves:
 

· Does it feel right?
 

· Is this action ethical in every way?
 

· Is this action in compliance with the law?
 

· Could my action create an appearance of impropriety?
 

· Am I trying to fool anyone, including myself, about the propriety of this action?
 
If an action would elicit the wrong answer to any of these questions, do not take it. We cannot expect perfection, but we do expect good faith. If you act in bad faith or fail to
report illegal or unethical behavior, then you will be subject to disciplinary procedures. We hope that you agree that the best course of action is to be honest, forthright and loyal
at all times.
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Aethlon Medical Announces Third Quarter Financial Results and Provides Corporate Update
 
SAN DIEGO, CA, February 10, 2020 -- Aethlon Medical, Inc. (Nasdaq: AEMD), a medical device technology company focused on developing products to diagnose and treat
life and organ threatening diseases, today reported financial results for its third quarter ended December 31, 2019 and provided an update on recent developments.
 
Company Updates
 
Aethlon Medical, Inc. (Company or Aethlon) is continuing the development of its proprietary Hemopurifier, which is a first in class therapeutic device designed for the single
use depletion of cancer-promoting exosomes and circulating viruses. The Hemopurifier has previously been designated a Breakthrough Device by the FDA for the treatment of
glycosylated viruses, including Ebola and other hemorrhagic fever viruses, and in late 2018 was additionally designated as a Breakthrough Device “…for the treatment of
individuals with advanced or metastatic cancer who are either unresponsive to or intolerant of standard of care therapy, and with cancer types in which exosomes have been
shown to participate in the development or severity of the disease….”.
 
Aethlon is currently preparing for the initiation of clinical trials in patients with advanced and metastatic cancers. The Company is initially focused on the treatment of solid
tumors, including head and neck cancer, gastrointestinal cancers and other cancers. In September 2019, the Company filed an Investigational Device Exemption (IDE)
application to support an initial Early Feasibility Study (EFS) in patients with advanced and/or metastatic head and neck cancer, which was approved by FDA on October 4,
2019. The Company is currently preparing to initiate a 10 to 12 subject EFS in patients with advanced and/or metastatic head and neck cancer. The EFS will be performed at a
major academic research center to investigate the combination of the Hemopurifier with standard of care pembrolizumab (Keytruda®).
 
Through the Company’s majority owned subsidiary, Exosome Sciences, Inc., a collaboration was recently initiated with Hoag Hospital Systems of Newport Beach, California to
identify exosomal liquid biopsy markers in patients with, and at risk for, pancreas and other cancers. In addition, on September 12, 2019, Aethlon was awarded a $1.86 million
Phase II contract from the National Cancer Institute (NCI) under the Small Business Innovative Research (SBIR) program to develop a benchtop instrument to isolate and
characterize exosomes in cancer. This award followed on the successful completion of a Phase I program that was completed in June 2018.
 
Financial Results for Third Quarter Ended December 31, 2019
 
The Company recorded government contract revenue of $413,458 in the three months ended December 31, 2019.  This revenue resulted from work performed under Phase 2
Melanoma Cancer Contract with the National Institutes of Health, or NIH. The Company did not record any government contract revenue in the three months ended December
31, 2018.
 
The Company’s consolidated operating expenses for the three months ended December 31, 2019 were approximately $1.29 million, in comparison with $1.96 million for the
three months ended December 31, 2018. This decrease of approximately $670,000, or 34%, in 2019 was due to a decrease in payroll and related expenses of approximately
$755,000, which was partially offset by increases in professional fees of approximately $23,000 and in general and administrative expenses of approximately $58,000.
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The $755,000 decrease in payroll and related expenses was due to the combination of a $513,000 reduction in our cash-based compensation expense and a $242,000 decrease in
stock-based compensation. The reduction in cash-based compensation expense was due to recording a $506,000 accrual in the December 2018 period related to contractually
agreed severance payments to our former CEO and former president with no comparable expense in the December 2019 period.
 
The $23,000 increase in our professional fees in 2019 was primarily due to a $101,000 increase in our legal fees and a $27,000 increase in our accounting fees, which were
partially offset by a $104,000 decrease in scientific consulting expenses. The increase in legal and accounting fees related to increased activity in our registration statement
filings and in intellectual property actions, among other matters.
 
The $58,000 increase in general and administrative expenses in 2019 was primarily due to the combination of a $29,000 increase in our clinical trial expenses and an $18,000
increase in licenses and permitting costs.
 
Other income (expense) during the three months ended December 31, 2019 consisted of interest expense and a gain on share for warrant exchanges and during the three months
ended December 31, 2018, consisted of interest expense only. Other income for the three months ended December 31, 2019 was approximately $55,000, in comparison with
other expense of approximately $55,000 for the three months ended December 31, 2018.
  
As a result of the changes in revenues and expenses noted above, our net loss decreased from approximately $2,019,000 in the three month period ended December 31, 2018 to
$821,000 in the three month period ended December 31, 2019.
 
At December 31, 2019, the Company had a cash balance of approximately $4.1 million.
 
Subsequent to December 31, 2019, the Company conducted a registered direct offering of an aggregate of 1,885,378 shares of common stock at a purchase price per share of
$2.00, for aggregate gross proceeds of approximately $3.77 million, before deducting fees payable to the investment bank and other estimated offering expenses payable by us.
In a concurrent private placement, the Company also entered into a securities purchase agreement with certain institutional investors, pursuant to which the Company agreed to
sell and issue to the purchasers warrants to purchase up to an aggregate of 942,689 shares of our common stock at an exercise price of $2.75 per share. The warrants carry a
term of five and one-half years.
 
Also subsequent to December 31, 2019, investors that participated in the December 2019 Public Offering exercised outstanding warrants to purchase an aggregate of 2,591,167
shares of our common stock for aggregate cash proceeds to the Company of approximately $3.89 million before expenses.
On February 7, 2020, the Securities and Exchange Commission (SEC) issued an Order of Suspension of Trading (the “SEC Order”), temporarily suspending trading in Aethlon
Medical, Inc. (“Aethlon” or the “Company”) stock for a period of ten days. The SEC Order stated that the suspension was due to concerns regarding the accuracy and adequacy
of information in the marketplace that appeared to be disseminated by third party promotors and recent and unusual market activity since at least January 22, 2020.
 
Aethlon is aware that certain third party promoters may have made claims about the potential efficacy of its products with respect to coronavirus. The Company neither
solicited, had advance knowledge of, nor played any role in the preparation of such reports.
 
We are unable to predict the outcome of the SEC Order or any other actions the SEC may take in connection therewith. The Company intends to cooperate fully with the SEC in
this matter.  
 
The unaudited condensed consolidated balance sheet for December 31, 2019 and the unaudited condensed consolidated statements of operations for the three and nine months
ended December 31, 2019 and 2018 follow at the end of this release.
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Conference Call
 
The Company will hold a conference call today, Monday, February 10, 2020 at 4:30 p.m. Eastern Time to review financial results and recent corporate developments. Following
management's formal remarks, there will be a question and answer session.
 
To listen to the call by phone, interested parties within the U.S. should call 1-844-836-8741 and International callers should call 1-412-317-5442. All callers should ask for the
Aethlon Medical, Inc. conference call.
 
A replay of the call will be available approximately one hour after the end of the call through February 17, 2020. The replay can be accessed via Aethlon’s website or by dialing
1-877-344-7529 (domestic) or 1-412-317-0088 (international) or Canada Toll Free at 1-855-669-9658. The replay conference ID number is 10139278.
 
About Aethlon and the Hemopurifier®
 
Aethlon is focused on addressing unmet needs in global health. The Aethlon Hemopurifier is a clinical- stage immunotherapeutic device designed to combat cancer and life-
threatening viral infections. In cancer, the Hemopurifier is designed to deplete the presence of circulating tumor-derived exosomes that promote immune suppression.
 
These tumor derived exosomes also seed the spread of metastases and inhibit the benefit of leading cancer therapies. The Hemopurifier® is an FDA designated "Breakthrough
Device" related to the treatment of individuals with advanced or metastatic cancer who are either unresponsive to or intolerant of standard of care therapy, and with cancer types
in which exosomes have been shown to participate in the development or severity of the disease cancer. The Hemopurifier also holds a Breakthrough Device designation related
to life-threatening viruses that are not addressed with approved therapies.
 
Aethlon also owns 80% of Exosome Sciences, Inc., which is focused on the discovery of exosomal biomarkers to diagnose and monitor cancer and neurological disease
progression. Additional information can be found online at www.AethlonMedical.com and www.ExosomeSciences.com.
 
Forward Looking Statements
 
This press release contains forward-looking statements within the meaning of Section 27A of the Securities Act of 1933 and Section 21E of the Securities Exchange Act of 1934
that involve risks and uncertainties. Statements containing words such as "may," "believe," "anticipate," "expect," "intend," "plan," "project," "will," "projections," "estimate,"
"potentially" or similar expressions constitute forward-looking statements. Such forward-looking statements are subject to significant risks and uncertainties and actual results
may differ materially from the results anticipated in the forward-looking statements. These forward-looking statements are based upon Aethlon’s current expectations and
involve assumptions that may never materialize or may prove to be incorrect. Factors that may contribute to such differences include, without limitation, the Company’s ability
to successfully complete its planned studies with or its development of its Hemopurifier or that Exosome Sciences’ Inc.’s collaboration with Hoag Hospital Systems will be
successful, the impact of the SEC Order and the resulting investigation, and other potential products and other risks. The foregoing list of risks and uncertainties is illustrative,
but is not exhaustive. Additional factors that could cause results to differ materially from those anticipated in forward-looking statements can be found under the caption "Risk
Factors" in the Company's Annual Report on Form 10-K for the year ended March 31, 2019, and in the Company's other filings with the Securities and Exchange Commission,
including its quarterly Reports on Form 10-Q. All forward-looking statements contained in this press release speak only as of the date on which they were made. Except as may
be required by law, the Company does not intend, nor does it undertake any duty, to update this information to reflect future events or circumstances.
 
Company Contact:
 
Jim Frakes, CFO
jfrakes@aethlonmedical.com
858-459-7800 extension 3300
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AETHLON MEDICAL, INC. AND SUBSIDIARIES

Condensed Consolidated Balance Sheet
       

       
 
  December 31, 2019   March 31, 2019  

ASSETS  
CURRENT ASSETS         

Cash  $ 4,058,653  $ 3,828,074 
Accounts receivable   206,729   – 
Prepaid expenses and other current assets   40,351   210,042 

         
TOTAL CURRENT ASSETS   4,305,733   4,038,116 
         

Property and equipment, net   144,966   6,021 
Right-of-use asset   159,838   – 
Patents, net   59,795   66,668 
Deposits   12,159   12,159 

         
TOTAL NONCURRENT ASSETS   376,758   84,848 
         

TOTAL ASSETS  $ 4,682,491  $ 4,122,964 
         

LIABILITIES AND STOCKHOLDERS' EQUITY  
         

         
CURRENT LIABILITIES         

Accounts payable   327,408   131,931 
Due to related parties   111,212   83,654 
Convertible notes payable, net   –   962,301 
Lease liability, current portion   96,712   – 
Deferred revenue   100,000   – 
Other current liabilities   175,282   646,000 

         
TOTAL CURRENT LIABILITIES   810,614   1,823,886 
         
NONCURRENT LIABILITIES         

Lease liability, less current portion   67,695   – 
TOTAL NONCURRENT LIABILITIES   67,695   – 
         
TOTAL LIABILITIES   878,309   1,823,886 
         
COMMITMENTS AND CONTINGENCIES         
         
EQUITY         
         

Common stock, par value of $0.001, 30,000,000 shares authorized; 4,779,614 and 1,266,979 issued and
outstanding   4,781    1,267  

Additional-paid in capital   114,172,714   108,076,275 
Accumulated deficit   (110,243,475)   (105,652,433)

         
TOTAL STOCKHOLDERS' EQUITY BEFORE NONCONTROLLING INTERESTS   3,934,020   2,425,109 
         
Noncontrolling interests   (129,838)   (126,031)
         
TOTAL STOCKHOLDERS' EQUITY   3,804,182   2,299,078 
         

TOTAL LIABILITIES AND STOCKHOLDERS' EQUITY  $ 4,682,491  $ 4,122,964 
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AETHLON MEDICAL, INC. AND SUBSIDIARIES
Condensed Consolidated Statements of Operations

For the three and nine month periods ended December 31, 2019 and 2018
 

 
  Three Months   Three Months   Nine Months   Nine Months  
  Ended 12/31/19   Ended 12/31/18   Ended 12/31/19   Ended 12/31/18  
             
Government contract revenue  $ 413,458  $ –  $ 443,458  $ 149,625 
                 
OPERATING COSTS AND EXPENSES                 
Professional fees   609,933   587,192   1,979,848   1,449,218 
Payroll and related   406,421   1,161,531   1,609,942   2,426,828 
General and administrative   273,510   215,150   998,465   681,678 
   1,289,864   1,963,873   4,588,255   4,557,724 
                 
OPERATING LOSS   (876,406)   (1,963,873)   (4,144,797)   (4,408,099)
                 
OTHER (INCOME) EXPENSE                 
Loss on debt extinguishment   –   –   447,011   – 
(Gain) loss on share for warrant exchanges   (55,593)   –   (51,190)   – 
Interest and other debt expenses   126   55,107   54,232   165,317 
   (55,467)   55,107   450,053   165,317 
                 
NET LOSS  $ (820,939)  $ (2,018,980)  $ (4,594,850)  $ (4,573,416)
                 
Loss attributable to noncontrolling interests   (1,358)   (5,940)   (3,808)   (20,803)
                 
NET LOSS ATTRIBUTABLE TO AETHLON MEDICAL, INC.  $ (819,581)  $ (2,013,040)  $ (4,591,042)  $ (4,552,613)
                 
Basic and diluted net loss available to                 
  common stockholders per share  $ (0.28)  $ (1.67)  $ (2.52)  $ (3.82)
                 
Weighted average number of common                 
  shares outstanding   2,887,883   1,203,344   1,821,557   1,191,012 
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